**Communication to [NAME OF INDUSTRY] Companies**

The [name of state agency] will soon start using the State Examination System (SES) to conduct examinations, investigations, and other supervisory activities.

SES was launched in 2020 and is being used by state agencies for licensee supervision. Visit [this link](https://www.csbs.org/ses-participation-map) for a complete list of state agencies currently using SES.

**About the State Examination System (SES)**

SES was developed by the Conference of State Bank Supervisors (CSBS), the same organization behind the NMLS. Just as NMLS supports the licensing process of state regulators and their licensed companies, SES is now supporting the examination and supervision processes. SES is a secure online platform that manages the end-to-end workflow for examinations, investigations, enforcements and other supervisory activities of state licensed companies and will be used by both regulators and companies under supervision.

Companies subject to examination in SES will interact with the system in the following primary areas:

1. The information request process. The complete list of information requests for scheduled examinations in the system will be shared with your company through the system and your responses to these requests will take place in the system.
2. Receiving and responding to the report of examination. The report of examination and any follow-up items after the agency’s examination will be uploaded to SES and companies will be able to respond to the report of examination and any follow-up items in the system.

**Upcoming Examinations in SES**

A company examined in SES will be notified by the agency about the examination a few weeks prior to the start of the examination in the system. This communication will hold important information on how to set up user accounts, where to go for training resources on the system and other important information. This communication will be sent to the agency’s regular point of contact within the company for agency examinations.

In addition, if the company is new to SES, the company examination contact will receive two emails for account set-up. One of these emails will come from *SES notifications* and the other will come from *Okta (CSBS SSO)*, the single sign on solution used by SES. Please take action when these emails are received as they are the first step in establishing the company’s account in SES. If the company has an existing SES account, perhaps due to an exam in SES from another agency, the will not have to go through the account set-up process again and the organization’s examination contact will continue to receive email notifications about upcoming examination(s) in SES. Follow [this link](https://portal.stateexaminationsystem.org/chapterMaps/gettingStarted/topics/c_companyQS.html?hl=company%2Cquick%2Cstart%2Cguide) to access the Company Quick Start Guide.

At this point, no action from your organization is required. Further instructions on how to access the system will be shared with each company as examinations are being scheduled in the system. However, at the company’s discretion, there are a couple of action items that companies may take now to prepare for an upcoming examination in SES. Refer to the resources below for more information.

**SES Notifications and Training Resources**
SES notifications will be exchanged between the agency and the company by email. Appendix A lists URLs and email addresses associated to SES that companies should mark as safe to avoid having these notifications and URLS blocked by internal security systems.

Training resources for companies are available [here](https://portal.stateexaminationsystem.org/chapterMaps/gettingStarted/topics/c_companyQS.html?hl=company%2Cquick%2Cstart%2Cguide). This site has videos and other resources that explain how to use the system. Please visit this resource site often, as training material will be regularly updated.

The [insert agency name] looks forward to advancing our supervision program through SES. SES offers a new, more streamlined and consistent platform for supervision across state agencies and we hope companies see these benefits.

For questions about this this communication, please contact [insert agency contact name].

**Appendix A**

**SES System Technology Requirements**

* Browser: SES is a web-based application, developed on the Appian™ platform. For end users, all that is required to use the system is a browser and internet access. It is recommended that you use the latest version of your browser to access SES. More information on the browser specifications can be found here on the [Appian System Requirements page](https://stateexaminationsystem.org/businessContent/reference/topics/r_SES_TechReqs.html).
* System: The system requires a high-speed internet connection. Some pages within SES provide the ability to preview a document stored within SES. The preview capability is powered by *PDFTron™*.
* Malware Protection: While all files uploaded to SES are scanned for malware, users are advised to conduct their own malware scan when downloading from the system.

**SES Task and Notification Emails**

The following email addresses will be used to send notifications to SES users. Please be sure SES users are able to receive emails from these addresses.

* SES general notifications:noreply@nmls.org
* SES task notifications: admin@nmls.stateexaminationsystem.org
* SES authentication notifications: noreply@okta.com
* State agency single sign-on notifications: noreply@sso.csbs.org

**SES URLs**

The following websites may need to be accessed by users while using SES and certain supporting systems for SES. Please be sure SES users are able to freely access the following URLs.

* SES main site: <https://ses.nmls.org>
* Customer Relationship Management (CRM) system: <https://nmlsportal-uat.csbs.org/csm>
* Document management solution:
	+ <https://alfresco-ses-downloadservice-prod.srrcsbs.org/downloadservice/download>
	+ <https://alfresco-ses-tronwebserver-prod.srrcsbs.org/preview/>
* Okta home page (single sign-on solution): <https://sso.csbs.org/>
* Multi-factor authentication: <https://idprotect.vip.symantec.com/mainmenu.v>